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ENHANCING TERRORISM
PREPAREDNESS FOR FIRST RESPONDERS

THURSDAY, FEBRUARY 10, 2005

U.S. HOUSE OF REPRESENTATIVES,
SUBCOMMITTEE ON EMERGENCY
PREPAREDNESS, SCIENCE, AND TECHNOLOGY,
COMMITTEE ON HOMELAND SECURITY,
Washington, DC

The subcommittee met, pursuant to call, at 10:03 a.m., in Room
2212, Rayburn House Office Building, Hon. Peter King [chairman
of the subcommittee] presiding.

Present: Representatives King, Smith, Weldon, Simmons, Rogers,
Pearce, Harris, Reichert, McCaul, Dent, Cox, Pascrell, Sanchez,
Dicks, Harman, Lowey, Norton, Thompson, Christensen, and
Etheridge.

Chairman KING. [Presiding.] The Committee on Homeland Secu-
rity, Subcommittee on Emergency Preparedness, Science, and Tech-
nology will come to order.

The subcommittee is meeting today to hear testimony on the De-
partment of Homeland Security’s proposed fiscal year 2006 budget
relating to enhancing preparedness for first responders. The Chair
recognizes himself for 5 minutes.

Good morning. First, let me welcome our distinguished wit-
nesses. We certainly appreciate their appearance before us today.
As the Chairman of the subcommittee, it is my pleasure to convene
this morning’s hearing on President Bush’s fiscal year 2006 budget
plans for the Office of State and Local Government Coordination
and Preparedness and the Science and Technology Directorate with
respect to enhancing terrorism preparedness for first responders.

It is important to note that this hearing is the very first to be
held by any subcommittee of the newly established Committee on
Homeland Security. Congress’s establishment of a permanent
standing homeland security committee is a victory for the Amer-
ican public and for our nation. This morning’s hearing is testament
to that very fact. I want to thank Chairman Cox publicly for giving
me the opportunity to serve as Chairman of this vitally important
subcommittee. I am certainly looking forward to continuing my
close working relationship with the Chairman.

Also, I must note that it is to me a great privilege to have as the
Ranking Member of the subcommittee my good friend from New
Jersey, Bill Pascrell. Bill and I have worked together on many
issues, and I have absolutely no doubt that we are going to forge
a very solid working relationship. Obviously, my door will always
be open to him, and I am sure that his will also be. I just want
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Bill to know that I look forward to this opportunity over the next
2 years.

Also, I must say that I am a New Yorker. Like many New York-
ers, I lost many friends and neighbors on September 11. A number
of them were firefighters and police officers. If we have learned one
thing from that fateful day, it is that the federal government must
support first responders because they are literally on the frontlines
of this terrible international war against terror.

As Chairman of the Subcommittee on Emergency Preparedness,
Science, and Technology, I intend to be active in reforming the first
responder grant process. I intend to be active in ensuring that our
nation invests in the necessary research, development and transfer
of homeland security technology to states, territories and local gov-
ernments. I intend to be active in guaranteeing that the federal
government can effectively respond to acts of terrorism and other
catastrophic emergencies.

The purpose of this hearing is to review the administration’s pro-
posed budget request for fiscal year 2006 and its impact on the pre-
paredness of our nation’s first responders. The hearing also will ex-
amine the evolving relationship between the Office of State and
Local Government Coordination and Preparedness, and the Science
and Technology Directorate. I know that some of my colleagues on
the other side will in good faith point out that the administration’s
budget request for fiscal year 2006 does decrease spending on first
responders from fiscal year 2005 enacted levels. This is a debate
which I think can be healthy. We can discuss it in full, certainly
as this hearing goes forward and throughout the year.

I believe, however, that a slightly lower level of spending should
not be equated with a lack of commitment to first responders, par-
ticularly since the Budget actually authorizes more than was actu-
ally spent in the past fiscal year. Indeed, no other administration
in the history of our great country has requested more funds for
first responders. Since September 11, 2001, the administration and
the Congress have made an enormous investment, over $28 billion,
in state and local preparedness programs. Much of this funding,
however, remains unspent. For fiscal year 2004, for example, states
and local governments have spent only $310 million out of the $2.9
billion appropriated for the State Homeland Security Grant Pro-
gram and the Urban Area Security Initiative. The absence of clear
preparedness guidelines has led to some questionable uses of ter-
rorism preparedness grants by states and by local governments.

Rather than merely increasing funding, the administration-pro-
posed budget attempts to resolve such problems by fundamentally
reforming the grantmaking system. With the reforms contained in
the Faster and Smarter Funding for First Responders Act, which
Chairman Cox championed in the 108th Congress, the administra-
tion intends to allocate the vast majority of federal terrorism pre-
paredness grants on the basis of risk and to ensure that states and
local governments use such funding to achieve minimum baseline
levels of preparedness in accordance with the national prepared-
ness goal of Homeland Security Presidential Directive HSPD-8.

With respect to the budget request for science and technology,
the administration intends to consolidate the Department’s various
research, development, testing, and evaluation activities into the
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Science and Technology Directorate. Such a consolidation will cre-
ate significant efficiencies which will benefit our nation’s first re-
sponders. The budget request also increases funding for S&T Direc-
torate activities designed to support other directorates and offices,
such as the Emergency Preparedness and Response Directorate
and the Office of State and Local Government Coordination and
Preparedness.

I look forward to the testimony of Secretary Albright, Acting Ex-
ecutive Director Mayer, and General Reimer. Now, I recognize the
gentleman from New Jersey.

Mr. PASCRELL. Thank you, Chairman King. It is an honor to be
on this committee and an honor to serve with you and the rest of
the members on both sides here.

I want to welcome our witnesses. You have a tremendous amount
of experience in the very areas that we are going to be exploring
over the coming year. You have really shown great dedication in
each of your roles. I have looked at that very carefully. I commend
the leadership you have each displayed while working on vital en-
deavors related to national security.

This subcommittee will certainly benefit from your analysis and
ideas on how to improve the preparedness of our first responders,
and I thank you for that. Indeed, the well being of our men and
women on the frontlines is an issue that is very close to my heart
and all of us on this panel. There are no greater heroes than those
who put themselves in harm’s way to protect us day-in and day-
out. There is no greater nobility than the sacrifices of our fire-
ﬁgh(‘lcers and our police officers. They endure this for the public
good.

That is why I am so honored to serve as the Ranking Member
on this very important committee. With a jurisdictional scope that
includes the oversight of federal support to the first responders, it
is my profound hope that this subcommittee will have a direct im-
pact on improving the capabilities and lowering the vulnerabilities,
once they are indexed, of our uniformed personnel nationwide. To-
ward this goal, I am confident in asserting that we could not ask
for a better Chairman. He knows I am not a patronizer. Just as
much as we work together, we have battled each other. But I am
serious when I say we could not have a better Chairman.

Peter King and I have worked closely on these matters over the
years. I have seen first-hand what a tireless advocate he is for
those in public safety. He knows that homeland security should be
an utterly non-partisan undertaking. I look forward to working
with him in the months ahead. To be sure, our job, and the job of
each member of the subcommittee, will be to keep watchful eye on
how the Department of Homeland Security contributes to state and
local government preparedness and response, starting of course
with the 2006 budget. I am heartened to see that the administra-
tion’s budget request recommends replacement of the formula that
has dictated the allotment of state homeland security grants. We
have had a lot of discussion on that, and discussion and discussion.

The proposal gives the Department of Homeland Security more
discretion in grant allocation in order to achieve a more risk-based
funding system. This is what we should be all about, risk-based re-
gardless of what subcommittee, regardless of what the overall com-



4

mittee does. This, I think, has to be the major criteria for what we
do. What is at risk? What is most vulnerable? As you know, this
committee has worked hard to ensure that homeland security
money is based on threats, consequences, and vulnerabilities, and
not pork. I applaud the administration for the steps they have now
taken. The two formulas that we hopefully will take a look at is
the overall formula, which I have just mentioned and alluded to,
and also the urban area security initiatives, which deals very spe-
cifically with the cities that are eligible for such funds in this pro-
gram.

I would even consider, Mr. Chairman, hopefully that we will take
a look at the threshold of those cities, and perhaps look at smaller
cities that are more vulnerable, that are just as vulnerable. Why
shut them out because they do not have millions of people? I do not
think that makes sense.

Of course, there are certain aspects of the budget that I find dis-
appointing, like in every budget. It probably comes as no surprise
that I take particular issue, and I know members of this panel take
particular issue, and I do not speak for them, I speak for myself,
with the 30 percent cut, $215 million in funding the very basic Fire
Act, the federal program that provides equipment, training, and
staffing to local fire departments. Just in this past round, 20,300
applications $2.4 billion, and we could fund only $650 million. This
has been a successful program, and I must recognize my brother
in this, who has led the fight, really, Curt Weldon, and the job that
he has done.

These reductions represent a continuing pattern in which the
President has either not included any funding for the Fire Act,
going back 3 years, or substantially reduced funding below what
Congress, in a bipartisan way, appropriated the prior year. Both
Republicans and Democrats have championed providing sufficient
resources for the Fire Act and the SAFER Act, the program that
provides funding to add firefighters to local departments, career
and volunteer. It is my hope that members of this committee can
help bring the funding for emergency preparedness in our nation’s
communities up to the levels that address the major shortages we
see in more than two-thirds of the communities in our country.
From grant funding to dissemination of intelligence, from the de-
velopment of improved equipment, to guidance in training and
technical assistance, the federal government has many ways to
support our hometown heroes.

I am excited to assist and oversee these efforts in my role on the
Subcommittee on Emergency Preparedness, Science, and Tech-
nology, and look forward to working with all my colleagues in the
months ahead. I am proud to serve with Chairman Cox and proud
to serve with Ranking Member Bennie Thompson. This is going to
be a very different committee, I suspect, than what we have seen
over the last year-and-a-half. So Chairman King, it is an honor to
serve with you.

Chairman KiING. I thank the gentleman from New Jersey for his
thoughtful comments, and for the input I know he is going to make
throughout the year on this subcommittee. Now, I recognize the
Chairman of the full committee, Mr. Cox.
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Mr. Cox. Thank you, Mr. Chairman. For our distinguished wit-
nesses, we had a discussion yesterday in the full committee about
the committee’s rules and the way we are going to use opening
statements. Based on the way that discussion went yesterday, I do
not think I am going to abuse the privilege that I have as Chair-
man of the full committee to make a lengthy opening statement.

I do want, however, to begin by congratulating Peter King and
Bill Pascrell for taking over the helm of this subcommittee. Under
your leadership, I know that the Congress is going to do its job,
and that the country is going to be safer. I appreciate your willing-
ness to do this. The public is going to be well served by your dili-
gence and your inspired leadership.

I also want to say that it is fitting that the first hearing of this
subcommittee is focused on how the administration’s budget is
going to make the job of first responders more effective and more
successful. The administration’s budget and this committee’s first
responder legislation are both focused on trying to move, as Mr.
Pascrell said, away from a formulaic approach and towards a
threat-based and risk-based approach to first responder funding al-
locations. I congratulate the department and the President for his
budget, and the fact that it decreases the formula amount of fed-
eral funding that each state would receive under the State Home-
land Security Grant Program, in order to make it possible to in-
crease the amount of money that goes according to risk. We have
a lot more to do in this area.

The second thing I would note is that the administration’s budget
request also proposes to consolidate all the department’s homeland
security research, development, testing, and evaluation activities
within the S&T Directorate. The President intends to consolidate
these activities of the Transportation Security Administration, the
Coast Guard, the Bureau of Customs and Border Protection, and
the Information Analysis Infrastructure Protection Directorate. The
administration’s budget request also proposes to improve the level
of technical and research support that the S&T Directorate pro-
vides to other directorates and offices. That falls squarely within
the jurisdiction of this subcommittee, and I know, Mr. Chairman
and our Ranking Member, that we will focus on that beginning
today.

So thank you very much to our witnesses. Welcome to all the
members of this committee. Welcome to the Vice Chairman of the
full committee, Mr. Weldon, whose interest in the subject of this
subcommittee is well known, as Mr. Pascrell points out. Just look-
ing across the desk here at the Democratic and Republican mem-
bers, this is quite a group and we are very much looking forward
to working with all of you and the administration and in the pri-
vate sector.

Chairman KING. I thank the Chairman for his statement. The
Chairman in his statement mentioned the fact that we adopted
rules yesterday. Seeing the Chairman here reminds me that one of
those rules is the absolute prohibition on the use of cell phones in
the room. So I would just advise those of you in the audience that
the committee rules prohibit the use of cell phones in the com-
mittee room during the hearing.
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With that, I recognize the Ranking Member of the full com-
mittee, the gentleman from Mississippi, Mr. Thompson.

Mr. THOMPSON. Thank you, Chairman King, Ranking Member
Pascrell, Chairman Cox. To the members who are witnesses today,
we are happy to have you. This is our maiden voyage as a perma-
nent committee and subcommittee. I look forward to your testi-
mony.

I am a former volunteer fireman. I had 20 years experience be-
fore I came to Congress. I got up at all times of the morning, and
delivered six babies in my tenure. One of them happened to be
named after me. I guess it was a successful delivery. Nonetheless,
I have a deep and abiding feeling for those who volunteer to do
good. In that spirit, one of the things I am very concerned about
is, as our good men and women get up early in the morning to go
out to do these things, are they properly trained. Can they run
upon something that they absolutely are ill-prepared to deal with,
and ultimately hurt themselves in the effort to try to help others?

So I really want us to look at this issue. It is an issue that is
dear to me. So today, we have to start the process of seeing how
we do that. I am concerned, first of all, because it looks like we are
$215 million short in our budget request from last year. I think
that is a real problem. We have to put the resources there. We
have to have planning and training going on at all times. I am con-
cerned that, like when I was a volunteer fireman going to an inci-
dent, nobody could talk to each other until you got to the scene. It
was a real problem. We needed equipment that we could not tell
others to bring. Interoperability continues to be a problem. I am in-
terested in seeing and hearing from the administration as to how
we plan to correct this documented problem.

Apart from that, there is a Presidential Directive Number 8, that
talks about all of the things that we are supposed to do that are
still going unmet. So there are some challenges that I am con-
vinced that this subcommittee, and ultimately the committee, will
have to address.

I am happy that General Reimer is here as our witness. I look
forward to his expert testimony. Good morning; happy to have you,
and apart from that, the administration witnesses also. Likewise,
Mr. Chairman and Mr. Ranking Member, I am happy to be here,
and I look forward to the beginning of the new committee. Thank
you very much.

Chairman KING. Thank you, Mr. Thompson.

I had always known that the gentleman from Mississippi deliv-
ered for his constituents. I did not realize he carried it to such a
level as delivering babies. I really want to commend you on that.

I want to welcome our witnesses today. We have Dr. Parney
Albright, who is Assistant Secretary of the Science and Technology
Directorate at the Department of Homeland Security; Mr. Matt
Mayer, the Acting Executive Director of the Office of State and
Local Government Coordination and Preparedness in the Depart-
ment; and also General Dennis Reimer, Director of the National
Memorial Institute for the Prevention of Terrorism.

As T see the schedule for today, I believe we have our first series
of votes at 11:30 a.m. We are going to ask each of the witness if
they could strive to keep their remarks within the 5-minute limit.
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Obviously, we are not going to strictly enforce, but to the extent
you can, it will allow members of the panel more opportunities to
ask questions and you to expand on your testimony.

With that, the Chair recognizes Dr. Albright.

STATEMENT OF THE HONORABLE PENROSE “PARNEY”
ALBRIGHT  ASSISTANT SECRETARY, SCIENCE AND
TECHNOLOGY DIRECTORATE, DEPARTMENT OF HOMELAND
SECURITY

Mr. ALBRIGHT. Good morning, Chairman Cox, Chairman King,
Congressman Pascrell, Congressman Thompson and other distin-
guished members of the committee. I am pleased to appear before
you today to discuss progress the Science and Technology Direc-
torate is making in the nation’s efforts to improve the emergency
preparedness and response capabilities of our nation’s first re-
sponders.

Our nation relies on a large and diverse responder community
who face new challenges of a complexity never before imagined. Im-
proving their effectiveness in protection through innovative, afford-
able technologies is at the very heart of the mission of the Depart-
ment of Homeland Security. The creation of the Department of
Homeland Security has brought under one roof a new Science and
Technology Directorate, the Federal Emergency Management Agen-
cy, and the Office of State and Local Government Coordination and
Preparedness, which includes the Office of Domestic Preparedness.

The deep collaboration between organizations, along with the
first responder community and other federal agencies, are critical
to the successful deployment of new technologies to the local re-
sponse community. S&T has worked extensively with the first re-
sponder community to understand user requirements and oper-
ational constraints. We are continuing to work with the Memorial
Institute for Prevention of Terrorism’s Project Responder and the
many hundreds of first responders and emergency managers
throughout the country who freely gave of their time and energy
to MIPT in setting and prioritizing our research and development
1%/})13%%‘ I want to commend General Reimer for his leadership of the

Two presidential directives, HSPD-8 and HSPD-5 that have al-
ready been mentioned this morning, provide the foundation for
S&T’s research programs to enhance preparedness for first re-
sponders. We have engaged industry, academia, and our federal
and international partners in creating and implementing our re-
search and development strategy. We are identifying and devel-
oping relevant emergency response technology. We are facilitating
the integration of interoperable and compatible all-hazard emer-
gency response technology into local communities. And we are de-
veloping and coordinating the adoption of national standards to
meet the homeland security needs.

Mr. Chairman, I would like to take a moment to elaborate on
each of these activities. With respect to emergency respond tech-
nology, the Science and Technology Directorate is developing im-
provements in protection from chemical and biological hazards for
firefighter turnout gear, improving cooling vests and other protec-
tive equipment. This effort includes the use of innovative signs,
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such as nanotechnologies, to provide protection against a multitude
of hazards and improve overall system performance. We are also
developing a unified incident command and decision support sys-
tem to manage personnel, direct equipment, and communicate any
mission-critical information needed by incident commanders and
emergency responders during a situation.

We have engaged in the development of a technology clearing-
house which will not only facilitate research and development ef-
forts, but will also provide information of direct and more imme-
diate use to emergency responders. It will leverage and continue to
partner with the excellent work of ODP and MIPT to enable first
responders to access important information on existing and emerg-
ing technologies, training in relevant standards through a single
knowledge portal.

An example of our technology integration activities is the Re-
gional Technology Insertion Initiative, RTI, which focuses on mak-
ing our cities safer and more resilient to attack on certain tech-
nologies to enhance local preparedness. In 2004, we initiated this
with four pilot cities. The RTI initiative is a collaborative effort be-
tween the S&T Directorate and ODP’s UIC initiative. The RTI
demonstration program focuses directly on the needs of the commu-
nity by examining the entire system life-cycle at an operational
level. The lessons learned from these demonstrations will be mi-
grated to other urban areas throughout the country.

Our standards program strives to enable the first responder com-
munity to make informed equipment purchases by linking federal
grants programs to compliance with the minimum performance
standards. The standards program is currently focused on stand-
ards for chemical, biological, radiological, nuclear and explosive de-
tection, personal protective equipment, and urban search and res-
cue robots.

Non-interoperable and incompatible equipment and a lack of
standardized procedures for their operation are issues that have
plagued the public safety community for decades. To address these
issues, the S&T Directorate’s Office of Interoperability and Com-
patibility will coordinate and leverage the vast range of interoper-
ability programs and related efforts across the government, and
will identify and promote best practices, minimize duplication in
programs and spending, and coordinate relevant federal activities.

Recent activities include issuing a national statement of require-
ments, the first-ever document to define in detail what kinds, how
much, and under what circumstances the first responders need
interoperability. We have conducted RapidCom, an initiative that
accomplished in barely 150 days to strengthen the ability of 10
high-threat urban areas to establish interoperability at the com-
mand level in 1 hour or less in a major incident. By working closely
with ODP and other federal grant programs, we have incorporated
common grant guidance in all federal grant programs that touch or
may touch on interoperability to ensure that federal grants are not
working at cross-purposes and hindering, rather than helping, ef-
forts to achieve interoperability.

S&T has worked hard to ensure next-generation capabilities are
effectively integrated in the response community, and value our
close working relationships with FEMA, ODP and the response
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community. We are confident that with your continued support,
lives and property will not be lost because emergency response
agencies lack appropriate equipment or are unable to communicate
or do not have the effective training and education technologies.
I would be happy to address any questions from this committee.
[The statement of Mr. Albright follows:]

PREPARED STATEMENT OF THE HON. PENROSE C. ALBRIGHT

Introduction

Good morning Chairman Cox, Congressman Thompson and distinguished mem-
bers of the subcommittee. I am pleased to appear before you today to discuss the
progress the Science and Technology (S&T) Directorate is making in the nation’s ef-
forts to improve the emergency preparedness and response capabilities of our na-
tion’s first responders.

Our nation relies on a large and diverse responder community. Today’s responders
face a spectrum of threats of a complexity never before imagined. Helping our re-
sponders to be more effective and better protected through innovative, affordable
technologies is at the very heart of the mission of the Department of Homeland Se-
curity.

I want to acknowledge up front the importance of our partnerships with the Office
of State and Local Government Coordination and Preparedness (OSLGCP) and the
Federal Emergency Management Agency (FEMA). Bringing these agencies together
in one Department has enabled strong collaboration between the agencies, and the
S&T Directorate is intimately intertwined with both OSLGCP and FEMA on emer-
gency responder issues. The strategic alliances between our organizations are crit-
ical to the successful deployment of new technologies to the local response commu-
nity. Along with the first responder community and other Federal agencies, these
organizations are instrumental in the development of our research requirements
through our Science and Technology Requirements Council (SRC). I want to thank
both groups publicly for their participation in the SRC and for their cooperation
with the S&T Directorate throughout all stages of our research, development, test-
ing and evaluation process.

National Policy for Emergency Response Capability
President Bush has made strengthening the nation’s emergency response capa-
bility a national priority. Homeland Security Presidential Directive (HSPD)-5, Man-
agement of Domestic Incidents, resulted in the creation of a National Response Plan
(NRP) to integrate Federal prevention, preparedness, response, recovery and mitiga-
tion plans into one all-discipline, all-hazard approach to domestic incident manage-
ment. The NRP, using the National Incident Management System (NIMS), will pro-
vide the core organizational structure and operational mechanisms for Federal sup-
port to State and local authorities. HSPD-8, National Preparedness, established
policies to strengthen the preparedness of the United States by requiring a national
all-hazards preparedness goal, establishing mechanisms for improved delivery of
Federal preparedness assistance to State and local governments, and outlining ac-
tions to strengthen preparedness capabilities of Federal, State, and local entities.
These two policy documents provide the foundation for the S&T Directorate’s Re-
search, Development, Testing & Evaluation (RDT&E) programs to enhance pre-
paredness for first responders and provide the core objectives of the nation’s emer-
gency preparedness and response efforts:
The National Incident Management System (NIMS)—This system pro-
vides a consistent nationwide approach for Federal, state, and local govern-
ments to prepare for, respond to, and recover from domestic incidents, re-
gardless of cause, size, or complexity. To provide for interoperability and
compatibility among Federal, state, and local capabilities, the NIMS will in-
clude a core set of concepts, principles, terminology, and technologies cov-
ering the incident command system; multi-agency coordination systems;
unified command; training; identification and management of resources (in-
cluding systems for classifying types of resources); qualifications and certifi-
cation; and the collection, tracking, and reporting of incident information
and incident resources.
The National Preparedness Goal—The national preparedness goal will
establish readiness priorities and targets for terrorist attacks, major disas-
ters, and other emergencies. These will lay the foundation for the more de-
tailed readiness metrics and element, including standards for preparedness
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assessment and strategies, as well as a system for assessing the nation’s
overall preparedness.

The Science and Technology Directorate’s Efforts for Emergency Response
Capability
The Department of Homeland Security, through the S&T Directorate, has the
mission to ensure that the nation has an enduring capability to address current and
emerging threats through scientific achievement. The S&T Directorate engages in-
dustry, academia, and our Federal and international government partners in cre-
ating and implementing a robust research strategy. In partnership with our DHS
counterparts, operational end users, and collaborative research partners, we have
already made significant strides in improving our nation’s resilience to catastrophic
incidents. The nation’s first responder community will be a primary beneficiary of
this work.
The Science and Technology Directorate has the responsibility to support the
achievement of the above objectives by:
e Identifying and developing relevant emergency response technology sys-
tems solutions;
e Facilitating the integration of interoperable and compatible “all-hazard”
emergency response technology into Federal, state and local emergency re-
sponse infrastructures;
e Developing and coordinating adoption of national standards to meet
homeland security needs; and
e Providing the science and technology leadership and support for the im-
plementation of HSPD-5 and HSPD-8.
The Science and Technology Directorate focuses on the following areas to meet
those requirements:
e Emergency Preparedness and Response Technology Development;
e Technology Integration;
e Standards; and
e Interoperability and Compatibility.
Now I will discuss each of these areas in detail, including fiscal year 2004 accom-
plishments, fiscal year 2005 programs in progress and fiscal year 2006 plans.

Emergency Preparedness and Response (EP&R) Technology Development

Emergencv Responder Personal Protective Equipment (PPE): Safety, time, and
operational effectiveness are among the most precious commodities to emergency re-
sponse and homeland security operations professionals. Currently, a variety of pro-
tective garments and systems tailored specifically for their individual areas of exper-
tise and occupational environments are in use.

In fiscal year 2004, the S&T Directorate, through its Emergency Preparedness
and Response R&D (EP&R) portfolio, began an R&D program to achieve near-term
improvements in protection from chemical and biological hazards for firefighter
turnout gear, cooling vests and other protective equipment. In addition to our long-
term research investments, DHS has developed strong partnerships with other Fed-
eral agencies and public and private sector organizations; these partnerships have
allowed us to leverage efforts already underway, such as: a prototype 3-D locator
that allows incident commanders to track responders and their health, cooling vests,
“Smart Cards” to allow rapid identification of on-scene emergency personnel, and
the “Heads Up” display that will allow firefighters to identify people and objects
through smoke and debris.

In fiscal year 2005, our focus is on the development and application of revolu-
tionary materials and technologies that can be used in multi-hazard environments,
are applicable to diverse users, and function as an integral part of a more complex
personal protection system. We have issued a Broad Agency Announcement (BAA)
to solicit ideas from industry, academia and others on ways to achieve better per-
sonal protection systems. Our focus is on the innovative materials that incorporate
surface science, nanotechnologies and other advancements to create materials that
are lighter-weight, have the ability to withstand the challenges of strenuous activity
in unstable and uncertain conditions and provide protection against a multitude of
hazards. In addition to actual technology development for PPE, we will also con-
tinue our partnership with OSLGCP and other Federal agencies in the development
of a Technology Clearinghouse “hub and spoke” concept to enable first responders
to access important information on existing and emerging technologies, training,
and relevant standards through a single knowledge portal.

In fiscal year 2006, the portfolio will demonstrate several revolutionary and high-
ly innovative materials for emergency personal protective equipment (PPE) applica-
tions. We will demonstrate prototype materials and technologies that can that can
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be made into functional garments or integrated personal protective systems. Solu-
tions will be sought for:
e materials that can be used in diverse applications;
e materials that can provide protection during response to chemical, bio-
logical, radiological, nuclear and explosive (CBRNE) events;
e materials that are self-decontaminating against chemical and biological
agents, provide localized protection for complex organs susceptible to radi-
ation exposure, and are self healing upon being compromised (e.g., ripped,
tom); and
e materials with increased service life and flame resistance.

In addition to material prototypes, sensors and detectors capable of detecting and
alerting responders to CBRNE hazards in real-time will be tested and evaluated as
an integral part of the emergency responder ensemble.

Unified Incident Command and Decision Support: Unified Incident Command and
Decision Support (UICDS) is the ability to manage personnel, direct equipment, and
seamlessly communicate, gather, store, redistribute, and secure any mission critical
information needed by incident commanders and emergency responders during an
emergency situation. Our research and development program in UICDS uses a sys-
tems approach to seek to harness innovative ideas in an effort to create an informa-
tion management and sharing architecture specifically designed to meet the needs
of incident commanders and emergency responders throughout the nation. This pro-
gram will confront the technical challenges associated with the development of an
innovative, modular, scaleable, and secure information management architecture.
The resulting UICDS information management system will enable incident com-
manders to capture and analyze important incident related information, more effec-
tively disseminate mission critical information to emergency responders and provide
highly enhanced situational awareness for individual responders and emergency re-
sponder teams.

In early fiscal year 2005, the S&T Directorate solicited conceptual designs through
a BAA and selected four proposals that offer viable means to incorporate improved
capabilities. These selected proposals support an open architecture that is compliant
with the NIM:S and can be used at all levels of government for emergency response,
situational awareness and threat assessment. By the end of fiscal year 2005, the
Directorate will evaluate the conceptual designs and down-select to two.

In fiscal year 2006, the S&T Directorate will perform Advanced Technology Dem-
onstrations for these two conceptual designs to further evaluate system performance
and interoperability. Future Advanced Concept Demonstration Projects will take ad-
vantage of capabilities developed in other Federal agencies and adapt them to oper-
ating environments of emergency responders. New systems will accommodate and
integrate other technology advances for first responder such as the three-dimen-
sional tracking device mentioned earlier. These systems will assist in creating a ho-
listic picture for the incident commanders. Extensions of this technology develop-
ment goal include two-way communications, health and biometric monitoring, and
visualization.

Simulation Based Training and Education: Advanced simulation and modeling ca-
pabilities are key enabling technologies to improve hazards preparedness for emer-
gency responders. Our current emphasis is on the use of simulation-based training
for incident management and facilitating efforts to implement HSPD-5 and HSPD-
8. The results of this research will provide a more cost effective training and exer-
cise capability for large-scale, multi-jurisdictional incidents and will facilitate the
implementation of the NIMS and the National Preparedness Goal. Simulation based
systems will place users in realistic environments and in interactive situations and
will support all elements of the NIMS.

In fiscal year 2004, the EP&R portfolio identified requirements through inter-
action with the responder community. We have enlisted the assistance of the Memo-
rial Institute for the Prevention of Terrorism, the National Institute of Justice in
the Department of Justice, and the Department of Defense in identifying needs and
capability gaps. In collaboration with OSLGCP, FEMA and other Federal partners,
the S&T Directorate has developed a strategy to use advanced technologies to en-
heﬁlce training and exercises that already exist or will be created by OSLGCP and
others.

In fiscal year 2005, the S&T Directorate will focus on improving existing simula-
tion capabilities to facilitate planning, execution and evaluation of training and ex-
ercise programs at Federal, state and local levels.

In fiscal year 2006, S&T will conduct demonstrations of conceptual designs to bet-
ter understand functional requirements and operational constraints for large and
complex incidents that cross jurisdictions.
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Technology Integration

Interagencv Modeling and Atmospheric Analysis Center (JMAAC): The IMAAC is
a DHS-Ied capability that provides for a single Federal hazards prediction for air-
borne release of hazardous material. The IMAAC coordinates Federal atmospheric
modeling and provides hazards predictions and consequence assessment support to
Federal, state and local responders for incidents of national significance.

In fiscal year 2004, the IMAAC began operation, to support the National Exercise
Program and special events, such as the Democratic and Republican National Con-
ventions. The IMAAC established connectivity to the DHS Operations Center and
the FEMA National Emergency Operations Center to provide near real time hazards
predictions for airborne releases.

In fiscal year 2005, the IMAAC will select a suite of products and implement a
process for verification and validation, accreditation of atmospheric transport and
dispersion models to be used in support of real world operations. The EP&R port-
folio will further refine the IMAAC concept of operations and define scientific re-
search programs necessary to fully support Federal, state and local responders dur-
ing incidents of national significance. IMAAC will improve its response capability
and provide outreach and training to Federal, state and local emergency response
organizations through participation in the National Exercise Program.

In fiscal year 2006, the EP&R portfolio will enhance IMAAC capabilities by
leveraging Federal resources to provide a venue for collaborative research, develop-
ment, testing and evaluation of atmospheric transport and dispersion (AID) models
for hazards predictions. IMAAC will host researchers from throughout the nation at
its facility and will also participate in virtual collaboration both nationally and
internationally. IMAAC researchers will seek to improve AID modeling systems to
routinely quantify uncertainties, improve spatial and temporal scale interactions,
and incorporate new measurement technologies to better characterize the urban en-
vironment. IMAAC will explore the feasibility of using data from remote sensing
platforms and meso-nets into ATD models. The portfolio will initiate research and
development in support of other modeling and assessment requirements including
other transport mediums, such as water.

The Regional Technology Integration (RTI) Initiative: RTI Initiative, formerly
known as “Safe Cities” focuses on making our cities safer and more resilient to at-
tack. Implemented in fiscal year 2004, the RTI initiative is a collaborative effort be-
tween the S&T Directorate and the OSLGCP Urban Area Security Initiative (UASI).
The RTI demonstration program focuses directly on the needs of the community and
uses a “bottoms up” approach to community-based assessment. The program exam-
ines the entire system life cycle at an operational level, including system effective-
ness, human interface, operations & maintenance, training, and implementation
strategies (ie., regional. vs. local).

In fiscal year 2005, the program will complete its initial assessments in four pilot
cities and develop technology system solutions. Also in fiscal year 2005, we will
begin the solution phase, which includes deployment of advanced homeland security
technologies that can be integrated with existing legacy systems and the support of
strategic plans developed for these pilot communities as part of the UASI grants
program.

In fiscal year 2006, the EP&R portfolio will complete implementation in the first
four pilot locations, prepare test and evaluation plans and conduct operational read-
iness exercises to evaluate the overall system performance. Technology systems such
as atmospheric monitoring, detection systems for chemical and biological toxins, and
radiological detection equipment will be integrated with existing emergency re-
sponse and traffic management infrastructures and the Intelligent Transportation
System such that a community can create a virtual emergency operations center.
Incorporating these detection systems with modeling and simulation capability for
traffic and population as well as atmospheric and water dispersion models will en-
able local communities to quickly identify terrorist and other major events and re-
spond more effectively. In addition, using the lessons learned from the pilot projects,
the EP&R portfolio, in collaboration with FEMA and OSLGCP, will select additional
RTI candidate locations. The Assessment Phase for the next RTI cities will begin
in fiscal year 2006.

Standards for Emergency Preparedness and Response

The Science and Technology Directorate has a role and responsibility to ensure
the effectiveness, efficiency, and interoperability of the tools, technologies, and sys-
tems developed for and used by the emergency preparedness and response commus-
nity. By setting consistent and verifiable measures of effectiveness for basic
functionality, minimum performance, interoperability, efficiency, sustainability, and
appropriateness and adequacy for the task, standards will improve the quality and



13

usefulness of homeland security systems and technologies. The Science and Tech-
nology Directorate’s Standards Program strives to enable the first responder com-
munity to make informed equipment purchases by linking Federal equipment grants
programs to equipment certification and compliance with minimum performance
standards.

The primary activities of the Standards Program in the emergency, response, and
preparedness arena include the promulgation of standards for chemical, biological,
radiological, nuclear, and explosive (CBRNE) detection equipment; for CBRNE per-
sonal protective equipment; and for urban search and rescue robots. In addition, the
program is focused on supporting ongoing communications standards development
for Federal operational activities as well as coordinating and supporting standards
development activities related to the implementation of the NIM:S.

This program also conducts activities in order to meet the requirement of the
SAFETY (Support Anti—Terrorism by Fostering Effective Technologies) Act in devel-
oping certification standards for technologies related to homeland security.

Standards for CBRNE Countermeasures: The primary focus for Standards for
CBRNE countermeasures has been CBRNE detection technology performance stand-
ards. In fiscal year 2004 and early fiscal year 2005, an interagency task force was
formed to. address the controversy over the effectiveness and use of lateral flow
immunoassays for the detection of Bacillus anthracis (anthrax) by emergency re-
sponders. The accepted criteria for performance were published as well as testing
and evaluation results of all participating commercially available hand-held
unmunoassays.

In addition, the program supported the evaluation of a five step method to pre-
screen suspicious powders through an effort with Edgewood Chemical Biological
Center (ECBC) and OSLGCP’s Center for Domestic Preparedness (CDP). An effort
was also initiated with CDP to develop a Bio-Protocol for first responders to use to
guide their response to a suspicious powder incident. In the area of radiological and
nuclear detection, four American National Standards Institute standards were de-
veloped to provide performance specifications for four different types of radiation de-
tection equipment. To date, 63 different models of radiation detection equipment
have been tested to the standards. The results of all of the radiation detector testing
will be made available to the first responder community in March 2005.

In fiscal year 2006, the Standards Program will continue to utilize interagency
working groups to reevaluate requirements and prioritize needs for CBRNE counter-
measures standards. The portfolio will focus on developing sampling protocols and
guidelines and standardized sample triage methods for CBRNE countermeasures. In
addition, the development of performance standards for two additional radiation de-
tection technologies (spectroscopic portal monitors and active interrogation devices)
will be completed. Finally, the program will evaluate the needs for standards for
emerging CBRNE countermeasures technologies including CBRNE point detectors;
CBRNE stand off detectors and urban surveillance technologies such as Bio Watch,
CBRNE facility monitors, and water distribution monitors.

Standards for Personal Protective Equipment for First Responders: In fiscal year
2004 and 2005, the Standards Program supported the development of eight personal
protective equipment standards including three National Institute for Occupation
Safety and Health (NIOSH) respiratory protection standards, one National Fire Pro-
tection Association (NFPA) respiratory protection standard, and four NFPA protec-
tive clothing standards. To date, 52 separate models of respirators have been cer-
tified as compliant with the four DHS adopted standards addressing respiratory pro-
tection equipment. And, standards set by the S&T Directorate will be incorporated
into the grant guidelines governing the type of equipment that can be purchased
with OSLGCP’s grant funds.

In fiscal year 2006, the Standards Program will continue development of stand-
ards for current CBRNE personal protective equipment specifically focusing on com-
pleting the suite of respiratory protection equipment standards to include powered
air purifying respirators, closed-circuit self contained breathing apparatus, supplied
air respirators and combination respirators.

Standards for Urban Search and Rescue Robots (US&R): In fiscal year 2004 and
fiscal year 2005, the Standards Program initiated the development of comprehensive
standards related to the development, testing, and certification of effective robotic
technologies for urban search and rescue (US&R). Several workshops have been
held with the representatives from the FEMA US&R task forces to gather require-
ments for the standards. The US&R robotics standards will include evaluation of
sensing, mobility, navigation, planning, integration, and operator interaction with
search and rescue robot systems, as well as ensuring that the robots can meet oper-
ational requirements.
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In fiscal year 2006, the program will work to complete the development and adop-
tion of a suite of standards to address US&R robot performance.

Standards to Support both the National Incident Management System (NIMS)and
SAFECOM: In fiscal year 2005, the Standards Program established a formal rela-
tionship with FEMA’s National Incident Management Systems (NIMS) Integration
Center (NIC) to clarify roles and responsibilities for standards development to sup-
port NIMS. In addition, the portfolio worked with the NIC to support a preliminary
standards needs analysis for NIMS.

In fiscal year 2006, the program will maintain our relationship with the NIC,
prioritize standards development efforts and adopt currently available standards to
support the NIC, and initiate efforts to develop high priority standards related to
incident management. In a similar manner, the Standards Program will support the
SAFECOM Program which has initiated efforts to develop standards to support and
supplement interoperable communications standards.

Office of Interoperability and Compatibility

Non-interoperable and incompatible equipment and a lack of standardized proce-
dures for their operation are issues that have plagued the public safety community
for decades. To address these issues, the S&T Directorate’s Office for Interoper-
ability and Compatibility (OIC) will work with the NIC to coordinate the Federal
response to the challenges of inter operability and compatibility. By coordinating
and leveraging the vast range of interoperability programs and related efforts across
DHS, the OIC will help the Department identify and promote best practices, mini-
mize duplication in programs and spending, and coordinate relevant Federal activi-
ties.

The OIC will expand the Federal Interoperability Coordination Council (FICC) to
include all aspects of inter operability relevant to homeland security. Members of
the FICC include those agencies that provide grants to state and local agencies,
such as DHS and the Department of Justice; those that need to interoperate with
each other or with state and local agencies, such as DHS, DOJ, USDA, DOI, and
DoD; and standards-making and regulatory organizations, such as the Federal Com-
munications Commission and the National Institute for Standards and Technology.

The OIC is creating a series of new programs in collaboration with existing efforts
to address the interoperability and compatibility issues related to the emergency re-
sponse provider and homeland security community. Initial programs include inter-
operability and compatibility issues related to:

o Communications (working with the Safety Wireless Communications and
Interoperability [SAFECOM] Program;

e Equipment; and

e Training.

Achieving full interoperability and compatibility is truly a national endeavor. The
Department of Homeland Security’s Federal Emergency Management Agency
(FEMA) and the Department of Justice’s Community Oriented Policing Services
(COPS) office have partnered to coordinate more than $230 million appropriated by
Congress for grants specifically to address interoperability. Additionally, since 2001,
FEMA has been the Federal lead for the President’s Disaster Management initia-
tive. This interagency effort, is a critical government-wide initiative that directly im-
proves the ability of our nation’s first responders to communicate and share infor-
mation at all levels of government. The Disaster Management initiative provides
one-stop access through the disasterhelp.gov portal for all Federal disaster manage-
ment-related information, services, and planning and response tools. There are cur-
rently over 1,030 user groups in 50 states using this tool and it has been used to
respond to over 40 real-world incidents, including Hurricane Isabel in September
2003 and the California wildfires. SAFECOM and OIC will continue to partner with
the Disaster Management initiative in coordination of standards development and
outreach to the first responder community. Also, in fiscal year 2004, total State allo-
cations for interoperable communications projects from OSLGCP’s Homeland Secu-
rity Grants Program funds totaled $762 million representing more than one-third
of the total appropriated amount for the HSGP. Additionally, from UASI funds, total
State allocations were $239 million, which also represents more than one-third of
the total appropriated amount for the UASI program. Taken together, these alloca-
tions totaled $922 million and funded a total of 4,208 projects in fiscal year 2004
alone. The next step is to ensure that these projects achieve their intended goals
and deliver measurable improvements in interoperability.
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Collaboration with Academia—Homeland Security Center of Excellence

To facilitate the involvement of the academic community in addressing scientific
and technological issues related to first responders, the S&T Directorate has issued
a BAA for a Center of Excellence for the Study of High Consequence Event Pre-
paredness and Response. While our country’s first responders have immense experi-
ence dealing with wildfires, hurricanes, tornadoes, floods and earthquakes, disasters
on this scale intentionally caused by terrorists—especially those armed with chem-
ical, biological, radiological, or nuclear weapons are a relatively new threat. This
new Center will perform research to prepare for high consequence events—with spe-
cial emphasis on acts of terrorism. Studies will focus on the following areas: Pre-
paredness, Prevention and Deterrence, Decision—-Making, Effective Response Net-
works, and Modeling and Simulation. Its research will address the technical, sys-
temic, behavioral and organizational challenges that such events pose. The Center
will also engage in mission-oriented research to significantly enhance the capabili-
ties of first responders. The Center will highlight innovative research and education
that serve the goals of the NRP.

Interagency Collaboration

Leveraging the significant capabilities of other Federal Departments and agencies
has enabled the Department of Homeland Security to make some significant im-
provements in emergency preparedness and response capabilities. The Department
of Defense, Department of Energy, Department of Justice, Department of Health
and Human Services, National Oceanic and Atmospheric Administration (NOAA),
the Environmental Protection Agency (EPA), Nuclear Regulatory Commission (NRC)
and National Aeronautics and Space Administration (NASA) and others continue to
be valuable contributors to emergency responder capabilities. All of these organiza-
tions participated in the formulation of HSPD-5 and HSPD-8 and will play an im-
portant role in the implementation of these Directives.

The Interagency Modeling and Atmospheric Assessment Center (IMAAC) de-
scribed above has significant interagency participation, including DOC, DoD, DOE,
EPA, NRC, NOAA, and NASA. The IMAAC developed an MOU that establishes gen-
eral operating principles and provides for the development of annexes which detail
specific resource commitments. In addition to the MOU, the working group has pro-
duced an interim standard operating procedure, currently is reviewing the template
for annexes, and is discussing other critical aspects of atmospheric hazard prediction
that will improve the coordination of Federal assets.

The Science and Technology Directorate participates on the Federal and Inter-
departmental Committee for Meteorological Services and Supporting Research
(ICMSSR). We recently co-chaired an interagency Joint Action Group as part of this
committee. A collaborative process was co-led by the Directorate and with the Army
Research Office, with participation from DOE, DTRA, Dugway Proving Grounds,
EPA, NASA, NOAA, and the NRC to focus on modeling of research needs in the
area Atmospheric Transport and Dispersion (ATD). The Joint Action Group, as a
subset of the ICMSSR, developed an Atmospheric Transport and Diffusion Research
and Development Plan that describes the requirements to meet ATD user-commu-
nity needs. The R&D Plan also recommends strategies to address those needs to
achieve reliable ATD modeling capability.

The Science and Technology Directorate interfaces with other government agen-
cies to facilitate the development of standards for the Department of Homeland Se-
curity. The Directorate’s interactions with other agencies resulted in several vol-
untary consensus standards in concert with US industry and accredited Standards
Development Organizations (SDOs), some of which have been discussed previously
in this testimony.

e The Science and Technology Directorate collaborated with DOD, DOE,
USDA, and DOC (National Institute of Standards and Technology) and de-
veloped standards for radiation.

e The Science and Technology Directorate collaborated with DOCINIST,
HHS/Centers for Disease Control, DOD, FDA, USDA, EPA and FBI result-
iI}llg in the development of standards for detection of Bacillus anthracis (an-
thrax).

e The Science and Technology Directorate developed standards for personal
protective equipment for emergency responders through collaborative inter-
agency efforts with DOD, the DOC/NIST, and HHS/NIOSH.

e The Science and Technology Directorate developed standards for bio-
metrics (facial photograph standards) by partnering with DOC/NIST, DOJ/
FBI and Department of State.

e The Science and Technology Directorate participates on an OSTP/NSTC
Subcommittee on Standards that includes DHS, NRS, EPA, DOE, HHS, De-
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partment of Labor and DoD. This Subcommittee on Standards developed
Protective Action Guides to provide Federal guidance to emergency re-
sponders with respect to a dirty bomb or nuclear incident.

Achieving full interoperability and compatibility is truly a national endeavor. The
Department of Homeland Security’s Federal Emergency Management Agency
(FEMA) and the Department of Justice’s Community Oriented Policing Services
(COPS) office have partnered to coordinate more than $230 million appropriated by
Congress for grants specifically to address interoperability. Also, in fiscal year 2004,
total State expenditures for interoperable communications projects from OSLGCP’s
Homeland Security Grants Program funds totaled $761 million, representing more
than one-third of the total appropriated amount for the HSGP. Additionally, from
UASI funds, total State expenditures were $239 million, which also represents more
than one-third of the total appropriated amount for the UASI program. Taken to-
gether, state expenditures to develop and/or enhance interoperable communications
systems from OSLGCP’s HSGP and UASI funds totaled $922 million and funded a
total of 4,208 projects in fiscal year 2004 alone. The newly formed OIC will serve
as the umbrella program within the Federal government to help local, tribal, state,
and Federal public safety agencies improve public safety response through more ef-
fective and efficient interoperable emergency response systems. OIC will extend the
SAFECOM model and expand the Federal Interoperability Coordination Council
(FICC) to include all aspects of interoperability relevant to homeland security. Mem-
bers of the FICC include those agencies that provide grants to state and local agen-
cies, such as DHS and the Department of Justice; those that need to interoperate
with each other or with state and local agencies, such as DHS, DOJ, USDA, DOI,
and DoD; and standards-making and regulatory organizations, such as the Federal
Colmmunications Commission and the National Institute for Standards and Tech-
nology.

Conclusion

Over the last year, the S&T Directorate has made significant progress both in
meeting critical near term needs and in building a foundation for a strategic
RDT&E program for emergency response. We have worked hard to ensure next gen-
eration capabilities are effectively integrated in the response community and value
our close working relationship with FEMA, OSLGCP and the response community.
With strong Executive and Congressional support, we have established ourselves as
the leader within the Federal government for understanding homeland security re-
search requirements and coordinating Federal research efforts, especially for chem-
ical, biological, radiological, nuclear and explosive countermeasures; standards; and
interoperability and compatibility. More importantly, we have been a catalyst for
new university and industry efforts to address first responder needs.

We are confident that with your continuing support and the continuing collabora-
tion and assistance of our many Federal partners, we will continue to work towards
a world where lives and property are never lost because emergency response agen-
cies lack the appropriate equipment, are unable to communicate or lack effective
training and education technologies.

Chairman KiING. Thank you very much, Dr. Albright.
Now, Mr. Matt Mayer, the Acting Executive Director.

MR. MATT A. MAYER, ACTING EXECUTIVE DIRECTOR, OFFICE
OF STATE AND LOCAL GOVERNMENT COORDINATION AND
PREPAREDNESS, DEPARTMENT OF HOMELAND SECURITY

Mr. MAYER. Thank you, Chairman Cox, Subcommittee Chairman
King, Congressman Pascrell and members of the subcommittee. My
name is Matt Mayer, and I serve as the Acting Executive Director
for the Office of State and Local Government Coordination and Pre-
paredness.

It is my pleasure to appear before you today to discuss our budg-
et for fiscal year 2006, SLGCP’s mission, and our mission relevant
to the department’s Science and Technology Directorate. Through
SLGCP, the department has a single point of entry, interaction and
information for assisting states and local governments, nongovern-
mental organizations, and other federal agencies and departments
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to prevent, deter, respond to, and recover from acts of terrorism
and natural disasters.

Since 1998, what is now SLGCP has provided assistance to all
50 states, the District of Columbia, the Commonwealth of Puerto
Rico, and the U.S. territories. Through its programs and initiatives,
it has trained 837,000 emergency responders from more than 5,000
jurisdictions and conducted more than 725 exercises. As of the end
of fiscal year 2005, SLGCP will provide states and localities with
over $11 billion in assistance and direct support to state and local
preparedness and emergency response agencies.

Mr. Chairman, SLGCP will continue this assistance into fiscal
year 2006. I would like to take this opportunity to briefly summa-
rize the President’s fiscal year 2006 budget request. That request
totals $3.6 billion for SLGCP to continue our strong commitment
and support for the nation’s first responder community. Of this
amount, $1.02 billion is for the State Homeland Security Grant
Program, which has been significantly redesigned towards allo-
cating funds based on risk and need and to align these funds with
national priorities. An additional $1.02 billion is for the continu-
ance of the Urban Areas Security Initiative, which targets funds to
the nation’s highest risk urban areas. The President requests that
no less than 20 percent of the State Homeland Security Grant Pro-
gram funds and the Urban Area Security Initiative Program funds
are used for law enforcement prevention activities, an increase of
roughly $8 million for law enforcement prevention activities.

Further, the President’s request provides $600 million for a new
targeted infrastructure protection program to supplement state,
local and private sector infrastructure protection efforts based on
critical vulnerabilities. The fiscal year 2006 request also includes a
strong commitment to our nation’s fire service by providing $500
million for the Assistance to Firefighters Grant Program. This re-

uest also includes $50 million for the Citizen Corps Program and
%170 million for the Emergency Management Performance Grant
Program.

For continuation of our commitment to training our nation’s first
responders, the request includes $94.3 million for SLGCP’s State
and Local Training Program. Further, the request includes $59
million for the National Exercise Program, which includes support
for state and local exercises, and for the national Top Officials exer-
cise series. Finally, the request includes $10.6 million for technical
assistance initiatives for state and local agencies, and $14.3 million
for program evaluation and assessments.

For fiscal year 2006, the preponderance of DHS grant funding for
state, territorial, tribal and local entities under the SHSGP pro-
gram, the UASI program, and the TIPP program would be distrib-
uted based on risk, threat and vulnerability data which aligns
closely with the recommendations of the 9/11 Commission and the
legislation that was considered by the House and the Senate last
year as part of the conference and negotiations for the Intelligence
Reform and Terrorism Prevention Act.

Mr. Chairman, SLGCP’s preparedness mission recognizes the
interdependency of federal, state, local and private sector homeland
security missions. While SLGCP provides direct support to state
and local preparedness and emergency response agencies, it also
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provides general support to all elements of DHS and to other fed-
eral agencies to ensure that the national preparedness is fully inte-
grated. SLGCP’s mission is a national enterprise that requires a
structure and scope of activity to assess, measure and enhance pre-
paredness.

To accomplish this national enterprise, SLGCP has established
the ability to deliver core preparedness activities and capabilities
to the first responder community through its national preparedness
cycle. This cycle captures both SLGCP’s mission and activities, and
demonstrates the interrelationship between those activities and
SLGCP’s role in assisting the nation in achieving preparedness.

The national preparedness cycle is useful in explaining SLGCP’s
mission and activities and how those activities contribute to en-
hancing the nation’s overall preparedness. It should be clear, how-
ever, that these SLGCP activities cannot exist in a vacuum. As
with our preparedness efforts, considerable work is being done
throughout DHS that allows SLGCP to do its job more effectively
and more efficiently. The S&T Directorate is but one example of
how the efforts of one part of DHS with the primary mission to set
technical equipment standards and conduct vital research and de-
velopment on new or nascent technology will help us secure our
homeland.

SLGCP’s preparedness activities, from the equipment, law en-
forcement, and intelligence personnel, can be used to prevent and
deter a CBRNE attack. The equipment first responders can use to
respond and recover from such an attack are grounded in a large
and ever-expanding world of scientific knowledge, research, new
technologies, and improved standards. In order to understand that
world and ground our efforts in the solid information that exists,
there is a need for natural and critical linkage between SLGCP and
S&T.

Mr. Chairman, in the interests of time and in lieu of oral testi-
mony on the numerous examples of the collaboration between
SLGCP and the Science and Technology Directorate, I refer the
committee to my submitted written testimony, specifically pages 18
to 23.

Mr. Chairman, this concludes my statement. I am happy to an-
swer any questions that you and the members of the committee
have for us.

Thank you.

[The statement of Mr. Mayer follows:]

PREPARED OF STATEMENT OF MATT A. MAYER

Chairman Cox, Congressman Thompson and Members of the Subcommittee, my
name is Matt A. Mayer, and I serve as the Acting Executive Director of the Depart-
ment of Homeland Security’s (DHS) Office of State and Local Government Coordina-
tion and Preparedness (SLGCP). On behalf of all of us at DHS, it is my honor and
pleasure to appear before you today to discuss SLGCP’s mission, our mission rel-
ative to the Department’s Science and Technology Directorate (S&T), and our Fiscal
Year 2006 budget request.

SLGCP was formed less than a year ago pursuant to Secretary Ridge’s consolida-
tion of several DHS components, the Office for Domestic Preparedness (ODP), the
Office of State and Local Government Coordination (SLGC), and several discrete
programs from DHS’ Transportation and Security Administration and Federal
Emergency Management Agency, within one, single administrative structure. This
consolidation represents a significant focusing and streamlining of DHS’ prepared-
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ness activities that encompasses our mission to prevent, deter, respond to, and re-
cover from major events. It also fulfills Secretary Ridge’s commitment to the Na-
tionés first responder community to create a “one-stop-shop” to better serve their
needs.

On December 17, 2003, President George W. Bush issued Homeland Security
Presidential Directive 8 (HSPD—-8) on national preparedness. HSPD—-8 defined pre-
paredness as the existence of plans, procedures, policies, training, and equipment
necessary at the Federal, State, and local level to maximize the ability to prevent,
respond to, and recover from major events. SLGCP was assigned lead responsibility
to coordinate implementation of HSPD-8 on behalf of the Department. With
SLGCP, the Department has a single point of entry, interaction, and information
for assisting State and local governments, non-governmental organizations, and
other Federal agencies and departments to prevent, deter, respond to, and recover
from acts of terrorism.

The Road Forward: The fiscal year 2006 Budget

Mr. Chairman, as you have scheduled this hearing to coincide with the release
of the President’s fiscal year 2006 Budget, I would like to take this opportunity to
briefly summarize the request for SLGCP. That request totals $3.6 billion for
SLGCP to continue our strong commitment and support to the Nation’s first re-
sponder community. Of this amount, $1.02 billion is for the State Homeland Secu-
rity Grant Program, which would be significantly realigned to award funds based
on risk and need while aligning with national priorities. An additional $1.02 billion
is for the continuance of the Urban Areas Security Initiative, which targets funds
to the Nation’s highest risk urban areas. To simplify the number of programs while
continuing dedicated funding for law enforcement’s counter-terrorism efforts, the
President requests that no less than twenty percent (20%) of the State Homeland
Security Grant Program and the Urban Areas Security Initiative Grant Program be
used for law enforcement prevention activity.

Further, the President’s request provides $600 million for a new Targeted Infra-
structure Protection Program (TIPP) to supplement State, local, and private sector
infrastructure protection efforts based on critical vulnerabilities that is being con-
sulted with the Office of Information Analysis and Infrastructure Protection. The
fiscal year 2006 request also includes a strong commitment to our Nation’s fire serv-
ice by providing $500 million for the Assistance to Firefighters Grant Program. The
request includes $50 million the Citizens Corps Program and $170 million for the
Emergency Performance Grant Program.

And let me take a moment to highlight the importance of our preparedness efforts
with the Citizens Corps Program. State and local governments have embraced the
concept of Citizen Corps. They are developing the management capacity of the
Councils, conducting public education, providing training for citizens, and engaging
citizens through volunteer programs. This is evidenced, Mr. Chairman, through the
increasing number of Citizen Corps Councils. Since fiscal year 2003, the number of
Citizen Corps Councils have increased 80 percent to 1,330. These councils exist in
all 50 States and 5 of the 6 territories. We have also expanded the Citizen Corps
Affiliate network of national non-profits to 21 organizations, which allows us to ex-
pand the resources and materials available to States and local communities by
partnering with programs and organizations that offer resources for public edu-
cation, outreach, and training. Additionally, we were able to mobilize 2,700 recruits
from 48 States to support the 2004 Hurricane Season response efforts.

Equally important as our mission to prepare the first responder community for
a major event is our mission to prepare our citizen communities, as well. Whether
that activity is ensuring a continuity of service to the special needs community dur-
ing a major event or is educating our children on what to do if a terrorist attack
occurs, Citizens Corps is the last line of our preparedness defense that will allow
our first responder community to focus its vital and finite resources on ground zero
with the knowledge that the surrounding community is self-sufficient and taking
care of itself. We must keep our commitment to build a better prepared America
and Citizens Corps is part of that commitment.

For continuation of our commitment to training our Nation’s first responders, the
request includes $94.3 million for SLGCP’s State and Local Training Program. Fur-
ther, the request includes $59 million for the National Exercise Program, which in-
cludes support for State and local exercises and for the National Top Officials exer-
cise series. Finally, the request includes $10.6 million for technical assistance initia-
tives for State and local agencies and $14.3 million for program evaluation and as-
sessments.

The President’s request also makes significant changes to how State homeland se-
curity grant funds are distributed. The large majority of the funds under the fiscal
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year 2006 State Homeland Security Grant Program will be distributed by the Sec-
retary of Homeland Security on risk and vulnerability.

For fiscal year 2006, the Administration proposes to redesign the homeland secu-
rity funding process to award State Homeland Security Grant Program funds based
on an evaluation of risk, vulnerabilities, and needs, instead of PATRIOT Act min-
imum formula—.75 percent minimum for States and .25 percent minimum for terri-
tories. Congressional direction has resulted in the use of population to allocate the
balance. As you know, this formula has been criticized for failing to adapt to the
dynamic nature of homeland security risks, threats, and vulnerabilities. Awarding
funding based on a relative evaluation risk, threat, vulnerability, and capability
needs (gaps) data will better reflect a results-based planning process that supports
achievement of target preparedness capability levels nationally.

This program would be a discretionary grant program, not a formula-based pro-
gram, which would be based on the following guiding principles:

e All 50 States, the District of Columbia, Puerto Rico, and the U.S. territories
will be eligible for funding.

o States will submit detailed applications including macro-level goals and ac-
tivities and associated justification detailing how those activities address capa-
bility shortfalls and enable achievement of the minimum baseline capability lev-
els laid out in the National Planning Guidance (NPG), to be disseminated on
March 31, 2005.

e Applications will be evaluated and funds awarded based on risk and need,
consistent with National priorities.

e Funding will be awarded based on a relative evaluation of risk, need, applica-
tions, but each State or territory will receive no less than 0.25 percent of the
total, or $2.5 million under the Budget request. The actual minimum may be
higher depending the extent to which DHS identifies specific capabilities that
each State should have.

o At least 20% of funds awarded will be dedicated to support law enforcement
terrorism prevention activities.

In order to apply for and receive funds under this program, States will be re-
quired to update their existing homeland security strategies to ensure alignment
with national priorities and achievement of the minimum capability levels estab-
lished in the National Planning Guidance. Updated strategies will be submitted in
concert with fiscal year 2006 grant applications, which will include a plan detailing
how fiscal year 2006 grant funds will support achievement of these priorities and
minimum capability levels. State applications will demonstrate core focus areas,
how funding will be used to close critical capability gaps in support of the National
Planning Guidance, and a funding allocation plan.

Further, the fiscal year 2006 Urban Areas Security Initiative will be distributed
based solely on an evaluation of risk and needs. In making UASI award determina-
tions, the Department will consider a number of risk factors, including threat, pres-
ence of critical infrastructure, vulnerability, population, population density, law en-
forcement investigative and enforcement activity, and the existence of formal mu-
tual aid agreements. Additionally, the $600 million requested for the Targeted Infra-
structure Protection Program (TIPP) will be distributed by DHS to supplement
State, local and private sector infrastructure protection efforts based on risk and
needs. For TIPP, the Secretary, acting through the Executive Director of SLGCP in
consultation with IAIP and other components, will make award determinations on
a number of factors, including relevant intelligence, threat data, and vulnerabilities
identified at specific critical infrastructure sites.

For fiscal year 2006, the preponderance of DHS grant funding for State, terri-
torial, tribal and local entities - under the SHSG Program, the UASI Program, and
TIPP—would be distributed based on risk, threat, and vulnerability data, which
aligns closely with the recommendations of the 9/11 Commission and the legislation
that was considered by both the House and Senate last year as part of the con-
ference negotiations for the Intelligence Reform and Terrorism Prevention Act.

The SLGCP Mission

SLGCP achieves its preparedness mission by combining three distinct, yet inter-
related items, along a “National Preparedness Cycle.” First, SLGCP distributes
project funding to our first responder community, which consists of law enforcement;
the fire service; the emergency medical service; public officials responsible for emer-
gency planning and response; the public health sector; transit authorities including
rail and ports; and non-governmental organizations. The distribution of the grants
and other assistance is part of an interactive and highly complex series of activities
that include the establishment of State and urban strategies, the setting of prior-
ities, and the conducting of vulnerability assessments.
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As our first responder community obtains the equipment and training needed to
prevent, deter, respond to, and recover from a terrorist incident, we also engage
them in our robust training and technical assistance programs that teach them the
full spectrum of capabilities (ranging from what they need to know to identify a po-
tential threat to how to use a particular piece of equipment they recently acquired)
they will need to successfully perform their jobs in today’s ever-shifting threat envi-
ronment.

The next stage incorporates them to our exercise program that aims to test their
competency and identify vulnerabilities that will require additional training. Fi-
nally, we collect data from these exercises, as well as from grantee reports and other
assessments, to evaluate improvements in State and local preparedness and better
target our programs in the future. This “National Preparedness Cycle’—analyt-
ically-based financial support, robust training, and results-oriented exercises—al-
lows us to efficiently and effectively prepare our first responder community.

This “National Preparedness Cycle” is depicted in greater detail graphically
below.

This "National Preparedness Cycle" is depicted in greater detail graphically below.
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Since 1998, what is now SLGCP, has provided assistance to all 50 States, the Dis-
trict of Columbia, the Commonwealth of Puerto Rico and the U.S. territories.
Through its programs and initiatives it has trained 837,000 first responders from
more than 5,000 jurisdictions, and conducted more than 725 exercises. And, as of
the end of Fiscal Year 2005, SLGCP will have provided States and localities with
over $11 billion in financial assistance and direct support to State and local pre-
paredness activities.

SLGCP’s preparedness mission recognizes the interdependency of Federal, State,
local and private-sector homeland security missions. While SLGCP provides direct
support to the first responder community, it also provides general support to all ele-
ments of DHS and to other Federal agencies to ensure that national preparedness
is fully integrated. It is, as Secretary Ridge so often said, “one team, one fight.”

SLGCP’s preparedness mission is clearly defined and established by the Home-
land Security Act of 2002 (HSA) [Pub.L. 107-296] through the authorities provided
to its component, the Office for Domestic Preparedness (ODP). Under the provisions
of the HSA the Office for Domestic Preparedness,

“shall have the primary responsibility within the executive branch of Govern-
ment for the preparedness of the United States for act of terrorism. . .” [HSA,
Sec.430(c)] (emphasis added)
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Under the HSA, ODP has a broad and defined preparedness mission covering
training, exercises, and equipment support.

Assess and Coordinate

SLGCP recognizes the need to assist States in assessing their preparedness gaps
and vulnerabilities, and to use this information to guide their allocation of Federal
homeland security funds. To achieve this, SLGCP is continually collecting and ex-
amining information from the field. As an example of this, in Fiscal Year 1999,
SLGCP launched the State Homeland Security Assessment and Strategy (SHSAS)
process to assist States in their strategic planning process. The SHSAS process was
repeated in Fiscal Year 2003 allowing States and local jurisdictions to update their
needs assessment data to reflect post—September 11, 2001 realities, as well as iden-
tify progress on the priorities outlined in their initial homeland security strategies.

However, while the SHSAS process allowed States and localities to self-assess
their threats and vulnerabilities, it did not include the larger measures of the level
of preparedness they needed to achieve. This deficiency was recognized with the
issuance of HSPD-8 and illustrates another level of SLGCP’s effort to assess and
coordinate preparedness.

Mr. Chairman, HSPD-8 tasks the Secretary of Homeland Security, and through
his delegation SLGCP, in coordination with the heads of other appropriate Federal
departments and agencies, in consultation with State and local governments, to
strengthen the preparedness of the United States to prevent, deter, respond to, and
recover from threatened or actual domestic terrorist attacks, major disasters and
other emergencies. It requires: 1) a national domestic preparedness goal; 2) mecha-
nisms for improved delivery of Federal preparedness assistance to State and local
governments; and 3) actions to strengthen preparedness capabilities of Federal,
State, and local entities. The developmental work under HSPD-8 will reach its cul-
mination with the issuance of the National Preparedness Goal, and accompanying
National Planning Guidance, which are on schedule to be released by March 31,
2005.

Equip States and Localities

SLGCP’s Preparedness Programs Division manages and oversees the implementa-
tion of preparedness programs at the State and local level. Among the Preparedness
Programs Division’s many tasks is its responsibility for the Homeland Security
Grant Program, which includes the State Homeland Security Grant Program, the
Citizen Corps Program, the Law Enforcement Terrorism Prevention Program, and
the Urban Areas Security Initiative, as well as funds for transit and port security.
The division also manages the Assistance to Firefighters Grant Program. Through
these programs, SLGCP is enhancing preparedness by ensuring that State and local
emergency responders have the equipment they need to improve their ability to pre-
vent, deter, respond to, and recover from threats or acts of terrorism. But simply
providing States and localities the means to acquire equipment is not enough. Pre-
paredness means more than acquiring equipment. It also means identifying com-
mercially available technologies and equipment, understanding its applicability
and usefulness to first responders, and making that information available so they
can make informed choices when spending Federal funds.

As part of its effort to ensure this, SLGCP, through its System Support Division
(SSD), works to identify commercially available equipment and technologies, and
provide the first responder community useful information and guidance on that
equipment. For example, SSD is piloting the Technology Transfer Program (TTP),
which provides direct technology assistance to small and rural jurisdictions. TTP is
assisting jurisdictions to enhance their preparedness and meet their homeland secu-
rity missions, by providing technologies to small and rural jurisdictions. TTP focuses
on identifying currently available commercial technology. Importantly, it does
not engage in the research, development, and testing of new or nascent technologies.

Train States and Localities

Training is critical to preparedness. SLGCP’s Training Division identifies, man-
ages the development of, and approves training to prepare the first responder com-
munity for terrorism events. This function begins with identifying training needs of
State and local communities and culminates with training development, testing, and
delivery. SLGCP’s training network and resources are extensive and, as its training
program has matured, SLGCP has placed a high value on ensuring that its training
efforts are credible, structured, and institutionalized.

For example, the bedrock of all quality training is sound instructional design.
SLGCP has adopted the Analyze, Design, Develop, Implement, and Evaluate
(ADDIE) model of instructional design, and has promulgated the ODP Strategy for
Blended Learning to explain each step of the training process. SLGCP also pro-
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vides practical tools for implementation, as well as examples of best practices to in-
crease the quality, consistency, efficiency, and accessibility of training.

Another example of SLGCP institutionalizing and structuring training has been
our work with the Memorial Institute for the Prevention of Terrorism (MIPT) to en-
sure that “best practices” from all SLGCP program areas are assessed, and if vali-
dated, catalogued and posted through the SLGCP sponsored Lessons Learned Infor-
mation Sharing portal (www.llis.gov) for all first responders to use in advancing our
collective homeland security.

Exercise

Exercises are also critical in enhancing the Nation’s security. Exercises provide
first responders a “risk free environment” in which they practice prevention, reduce
vulnerabilities, and sharpen response capabilities. Our goal is to help States and
communities assess their capacity to prevent, deter, respond to, and recover from
a disaster and provide an opportunity to modify and improve protocols and proce-
dures. SLGCP’s National Exercise Program provides tailored exercise activities and
serves as a primary vehicle for training officials and emergency response personnel.
The NEP enhances the collaboration among all levels of government, and provides
SLGCP an ongoing venue in which to assess training, protocols, and equipment.

Evaluate and Advise

Through SLGCP’s Evaluation and National Assessment Division, national pro-
gram data is gathered, analyzed, and interpreted. As the focal point for information
collection and evaluation, it reviews and assesses the execution of State strategies
against the supporting threat, vulnerability, and needs assessment data. As data is
evaluated, best practices can be identified for replication and knowledge gaps can
be addressed and mitigated. This information is then provided to States and local
jurisdictions as part of SLGCP’s ongoing practice to provide continuous information.

For example, SLGCP’s SSD, as do all SLGCP components, works closely with the
MIPT. Three separate initiatives developed between SSD and MIPT have become
models for information sharing among the Nation’s preparedness community, and
provide access to information and tools to assist them in determining their
vulnerabilities and needs, thereby enhancing their overall preparedness. These are
the LLIS.gov portal, Responder Knowledge Base (RKB), and the Terrorism Knowl-
edge Base (TKB).

o LLIS.gov serves as the medium for the dissemination of after-action reports
from SLGCP-funded exercises. LLIS.gov is a vital link between the available
homeland security preparedness information and the first responder commu-
nity. Ultimately, this information provides State and local jurisdictions the
basis for the development of their homeland security strategies and helps deter-
mine their preparedness capacity. By sharing best practices and after action re-
ports, it is our hope that every jurisdiction will utilize this tool in an iterative
manner that will allow each jurisdiction to learn from the activities of other ju-
risdictions so that collectively we start from a higher point of learning.

o RKB provides emergency responders with a single source for integrated infor-
mation on existing equipment, including the InterAgency Board’s (IAB) Stand-
ardized Equipment List (SEL), SLGCP’s Authorized Equipment List (AEL), and
National Terrorism Response Objectives.

e TKB is the one-stop resource library for comprehensive completed research
and analysis on global terrorist incidents, terrorism-related court cases, and ter-
rorist groups and leaders. The portal provides the first responder community
the status of terrorism today and takes users through the history, affiliations,
locations, and tactics of the global terrorist groups.

Mr. Chairman, the National Preparedness Cycle is useful in explaining SLGCP’s
mission and activities, and how those activities contribute enhancing the Nation’s
overall preparedness. It should be clear, however, that these SLGCP activities can-
not exist in a vacuum. As with our preparedness efforts, considerable work is being
done throughout DHS that allows SLGCP to do its job more effectively and more
efficiently. The S&T Directorate is but one example of how the efforts of one part
of DHS with the primary mission to set technical equipment standards and conduct
the vital research and development on new or nascent technology that will help us
secure our homeland greatly impacts our mission to prepare America.

SLGCP’s preparedness activities—from the equipment law enforcement and intel-
ligence personnel can use to prevent and deter a CBRNE attack to the equipment
first responders can use to respond to and recover from an attack—are grounded
in a larger and an ever expanding world of scientific knowledge, research, new tech-
nologies, and improved standards. In order to understand that world and ground
our efforts in the solid information that exists, there is and needs to be a natural
and critical linkage between SLGCP and S&T.
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Like SLGCP, S&T’s mission is clearly defined and articulated by the provisions
of the HSA. Under the HSA [see generally Sec.302], S&T is the primary technical
standard setting entity in DHS and the research and development arm of the De-
partment. It also has the critical mission of organizing the vast scientific and tech-
nological resources of the Nation to support the Nation’s security and safety.

Mr. Chairman, I would like to offer a few examples of how SLGCP and S&T co-
ordinate our activities:

Equip States and Localities

As you may know, interoperable communications equipment has been and con-
tinues to be an allowable use of SLGCP’s Homeland Security Grant Program
(HSGP) funds. Interoperable communications was addressed in 54 out of the 56 cur-
rent State homeland security strategies, and in 48 out of the 49 urban area home-
land security strategies. Based on data collected from grantees, through the fiscal
year 2004 Initial Strategy Implementation Plan (ISIP) process, total State expendi-
tures for interoperable communications projects from HSGP funds in fiscal year
2004 totaled $761,068,742, representing more than one-third of the total appro-
priated amount for the HSGP. Additionally, from UASI funds, total State expendi-
tures were $239,245,356, which also represents more than one-third of the total ap-
propriated amount for the UASI program. Taken together, State expenditures to de-
velop and/or enhance interoperable communications systems from HSGP and UASI
funds totaled $922,286,604 and funded a total of 4,208 projects in fiscal year 2004
alone. To date, more than $1 billion in SLGCP funding has been applied toward
interoperable communications solutions.

In addressing interoperable communications, SLGCP has worked with S&T on a
number of initiatives. First and foremost, SLGCP and S&T executed a Memo-
randum of Understanding (MOU) to specify the roles and responsibilities each have
in addressing interoperable communications. Broadly this breaks down into S&T ad-
dressing basic research aspects including standards development and guidance,
while SLGCP will provide “on-the- ground” technical assistance and training to
emergency response agencies. As such, SLGCP collaborates closely with the
SAFECOM Program to incorporate standard grant guidance on interoperable com-
munications equipment into SLGCP’s application kits. Recognizing the need for
near-term solutions for interoperable communications, SLGCP and SAFECOM are
also working together as part of the fiscal year 2005 Homeland Security Grant Pro-
gram (HSGP) to ensure that a tactical-level emergency interoperable communica-
tions capacity is developed and tested in the fifty highest risk urban areas in the
Nation. This initiative builds on RapidCom, a SAFECOM lead, and a SLGCP sup-
ported effort, which worked with ten urban areas to provide assistance to improve
incident level interoperability capabilities.

Out of RapidCom, a number of tools were developed to serve the first responder
community. These included:

e A process for an interoperable communications table top exercise that is
replicable across urban areas. This scenario-based exercise provides a forum for
discussing regional communications interoperability capacity, strengths, and
weaknesses.

e The Interoperability Continuum which provides a graphical depiction of the
multiple components needed to develop a successful interoperability solution,
beyond just technology, to include governance, standard operating procedures,
training & exercises, and usage of equipment. The Interoperability Continuum
provides a framework from which all public safety agencies at the local, tribal,
State, and Federal levels can baseline their planning and implementation of
interoperability solutions.

SLGCP also relies on SAFECOM for standards and guidelines to assist us in our
Interoperable Communications Technical Assistance Program (ICTAP). ICTAP is
one of our most important technical assistance efforts and provides operational sup-
port to State, local, and tribal agencies’ new interoperability systems. ICTAP pro-
vides technical assistance at no cost to ensure that jurisdictions understand the
scope of their interoperability needs and how to fully utilize new technology.
ICTAP’s goal is to enable public safety agencies to communicate as they prevent or
respond to a terrorism attack. ICTAP also leverages and works with other Federal,
State, and local interoperability efforts whenever possible to enhance overall com-
munications capacity.

SLGCP also has partnered with SAFECOM and other DHS and Federal agencies
to establish the Federal Interagency Coordination Council (FICC) to coordinate
funding, technical assistance, and standards development across the Federal govern-
ment for public safety communications and interoperability.
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To further build on the successful efforts of SAFECOM and SLGCP, Secretary
Ridge established the Office for Interoperability and Compatibility (OIC) in October
2004. OIC serves as the overarching program within the Department to strengthen
and integrate interoperability efforts to improve State, local, tribal, and Federal
communication. The SAFECOM Program manages the communications program
area for the OIC. SAFECOM and SLGCP will continue to work together to ensure
that the Nation’s first responder community have communications capabilities they
require.

SLGCP’s SSD collaborates with S&T on the development and implementation of
the System Assessment and Validation for Emergency Responders (SAVER) Pro-
gram. SAVER assists emergency responders by providing impartial, relevant, and
operational validations and assessments of critical existing equipment. SLGCP pro-
vides S&T with information about performance of commercially available prod-
ucts evaluated in real world settings and under the SAVER program.

Train States and Localities

The National Training Program builds on three pillars: training doctrine, training
partners, and training technology support tools. S&T has provided valuable support
in developing these components, particularly in the ongoing development of projects
undertaken by many of SLGCP’s training partners, and the development of training
doctrine pursuant to HSDP-8. These include guidelines, protocols, templates, strate-
gies, process, and procedures developed to guide the coordination, development, and
delivery of training and information.

As a further example, in October 2004, SLGCP began hosting regular meetings
to coordinate agroterrorism projects with other Federal agencies, including S&T and
the Information Analysis and Infrastructure Protection Directorate. SLGCP award-
ed two grants under the fiscal year 2004 Competitive Training Grant Program in
the category of agroterrorism to the University of California—Davis and to Kirkwood
Community College in Iowa. The coordination efforts already in place with S&T will
continue to help shape these projects and S&T and SLGCP exchange project infor-
mation and data on complementary efforts.

SLGCP’s Training Division has also begun participating in the American National
Standards Institute (ANSI) Homeland Security Standards Panel (HSSP) Training
for First Response to WMD. S&T is the sponsor for the ANSI-HSSP in its role as
the body responsible for accepting and promulgating standards for the Department.
SLGCP continues to participate in these working sessions, providing updates with
respect to status and direction of the National Preparedness Goal, and associated
efforts related to the Universal Task List and Target Capabilities List.

And finally, in fiscal year 2004, the Homeland Security Advanced Research and
Projects Agency (HSARPA) provided funding to the Technical Support Working
Group (TSWG) to support several DHS projects. One of the requirements advertised
in the Broad Area Announcement by TSWG was for a DHS Advanced Distributed
Learning system. The proposals received under this announcement were reviewed
by the DHS e-learning group including representatives of SLGCP and S&T, and re-
sulted in a contract award to Vertex Solutions Inc. The execution of this contract
gonéjélues to be a joint effort among the DHS Human Capital Office, S&T, and

LGCP.

Exercise

The National Exercise Program provides many opportunities for intra—DHS and
inter-agency collaboration. SLGCP’s Exercise Division frequently consults with S&T
to integrate projects into exercise planning and activity. For example, during plan-
ning for TOPOFF 3, ‘plume modeling’ utilizing the DHS-led IMAAC (Interagency
Modeling and Atmospheric Assessment Center) system has helped to develop sci-
entifically accurate predictions of a hazard zone, as well as to predict the human
health effects of a large scale chemical-attack in a densely populated area. In plan-
ning for an upcoming Senior Official Exercise, the Bio—Watch program managers
from S&T have been instrumental in design of an accurate exercise scenario. Addi-
tionally, IMAAC is supporting the SOE effort through provision of atmospheric haz-
ard products for planning and exercise play. Planners from SLGCP also work closely
with S&T and the law enforcement and intelligence communities to confirm the via-
bility of the potential threats addresses for the entire range of exercise activity. Fu-
ture opportunities for integrating equipment and technology evaluation into exercise
activities are under development.

HSPD-8: Coordination for a Roadmap for Preparedness

As you know, Mr. Chairman, the Department is moving forward with the imple-
mentation of HSPD-8. As previously stated, HSPD-8 establishes policies, proce-
dures, and goals that strengthen national preparedness to prevent, deter, respond
to, and recover from terrorist attacks, major disasters and other emergencies by re-
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quiring a national preparedness goal, mechanisms for improved delivery of Federal
preparedness assistance to State and local governments, and actions to strengthen
capabilities of Federal, State, and local entities. Its significance and anticipated na-
tional impact provides SLGCP the context in which to develop major program initia-
tives and specific guidance to State and local jurisdictions. This work also illustrates
the productive connection between S&T and SLGCP.

In fiscal year 2005 and fiscal year 2006, SLGCP will target its programs and poli-
cies to help drive the implementation of HSPD-8 principles across all levels of gov-
ernment. In fiscal year 2005, for example, grant resources are available for a variety
of purposes to support State and local level planning. Specifically, fiscal year 2005
grant guidance emphasized the importance of building and sustaining law enforce-
ment terrorism prevention activities as well as interoperable communications.

HSPD-8 recognizes the importance that S&T plays in national preparedness. In
fact, two of the 16 requirements laid out by HSPD-8 relate directly to S&T. First,
HSPD-8 States that “equipment purchased through Federal preparedness assist-
ance for first responders shall conform to equipment standards in place at time of
purchase.” Second, HSPD-8 states that Secretary of Homeland Security, in coordi-
nation with other appropriate Federal departments and agencies and in consultation
with State and local governments, “will develop plans to identify and address na-
tional first responder equipment research and development needs based upon as-
sessments of current and future threats.” S&T’s involvement in these two tasks are
critical to SLGCP’s ability to execute its HSPD-8 assignment.

The S&T Homeland Security Institute (HSI), a DHS Federally funded research
and development center, has been working in close partnership with SLGCP on the
implementation of HSPD-8. In addition, SLGCP is working with the HSI on devel-
opment of a Threat Scenario Portfolio as a planning, training, research, and exercise
reference for the entire homeland security community.

DHS continues to work with OMB and The White House to finalize the National
Preparedness Goal, which requires coordination with a number of other Federal
agencies. Along with the National Planning Guidance, the National Preparedness
Goal will guide the Nation’s efforts to achieve and sustain nationally accepted risk-
based target levels of capability to prevent, deter, respond to, and recover from
major events, especially terrorism. As SLGCP bases future financial assistance pro-
grams on the guidance and direction provided by National Preparedness Goal, it will
be essential that SLGCP and S&T continue to work collaboratively to ensure that
any future standards that are developed are incorporated into grant and program
guidelines, and that the research and analytical capacity of S&T, HIS, and its Cen-
ters for Excellence are applied to strengthen national preparedness.

Mr. Chairman, this concludes my written statement. I am happy to answer any
questions that you and the Members of the Subcommittee may have.

Chairman KiING. Thank you, Director Mayer.

Before we go to General Reimer, Chairman Cox and I are won-
dering if there is any way you can change the acronym for your
agency. We are trying to write it down phonetically, how we can
get through it.

Mr. MAYER. I would love to do that, sir.

Chairman KiING. It is great to start with that tone of cooperation.

I recognize General Reimer. Before we do, I just wanted to com-
mend him for his many years of service to our country in the
United States Army. In particular, I remember when he was the
Army Chief of Staff and the great job you did.

With that, we welcome you for your testimony.

STATEMENT OF GENERAL DENNIS REIMER, DIRECTOR,
NATIONAL MEMORIAL INSTITUTE FOR THE PREVENTION OF
TERRORISM

General REIMER. Thank you, Mr. Chairman. Mr. Chairman and
distinguished members of the committee, good morning. I am de-
lighted to be here. My name is Dennis Reimer. I am the Director
of the National Memorial Institute for the Prevention of Terrorism.
I have held that job for about 5 years. As Chairman King men-
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tioned, before that I served 37 years in the United States Army.
So I am delighted to be able to continue in service.

Let me just say a word about MIPT, the National Memorial In-
stitute for the Prevention of Terrorism. It is the third component
of the national memorial, and as such our roots are buried deep in
the rubble of the Murrah Building bombing. The family members
and survivors of the Oklahoma City bombing felt very strongly
about having an organization that looked to the future, to prevent
what happened in Oklahoma City on April 19, 1995 from hap-
pening again. That has been our charter.

Chairman King, we have reached out to the family members and
survivors in New York City. I think that bond has strengthened
even our charter, so we are very pleased with that relationship. I
want to thank the support that we have received. I want to thank
the family members and survivors publicly for their willingness to
share their inner emotions, their vision. I want to thank the mem-
bers of Congress for the resources you provided us in the last four
appropriations. Initially, they were managed by the Department of
Justice. Now, they are managed by the Department of Homeland
Security.

I think we have accomplished a lot with the resources that you
have given us. Our accomplishments range from sponsoring an ex-
ercise called Dark Winter, in which we took a look at the smallpox
introduction into the world; to trying to develop a new treatment
for anthrax, which sorely needs to be done; to developing better
chemical and biological detectors, more sensitive, quicker to iden-
tify; provide better protective gear for firemen; to the three flagship
projects, which we currently manage. One is the Lessons Learned
Information Sharing. Basically what we are trying to do here is to
reach out to all emergency responders and to be able to share best
practices, good ideas, and valid lessons learned from actual events
or from training exercises. We think that is the best way to get the
r(leturn on the investment, for everybody to learn from everybody
else.

A second is the responder knowledge base, which makes avail-
able to emergency responders that type of equipment that is au-
thorized for their use, how they might go about buying it, where
they can get federal grants if appropriate, whether it has been test-
ed or not, and what are the results of that test. The third is the
terrorism knowledge base, which is basically an unclassified source
of information on terrorism. It is available to anybody. We have
had a lot of good comments on all three of those projects. We feel
that they have provided a service to the nation, and certainly to
the emergency responders.

That experience has convinced me that the hearing here today,
the subject of how do you enhance the preparedness of emergency
responders, is terribly important. Let me just give you a couple of
thoughts from my standpoint on how we might go about doing that.
First of all, I think it is important that we have a national system.
This must not be just a federal system or a state or local system.
It must be a national system. It must be based upon that partner-
ship, the partnership among the federal, state and the local levels
of government. There is a strong component of the public and pri-
vate sector that has to be a part of that partnership. That national
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system has to flow from the national security strategy. The na-
tional homeland security strategy was issued in July of 2002, so it
is already in place. That national system has to incorporate the
guidance given out by homeland security presidential directives,
particularly 5, 7, and 8. It has to be a part of that national system,
or it has to shape that national system.

It has to institutionalize those things that have already been ac-
cepted. For example, the national response plan and the national
information management system are already accepted initiatives
that are out there for the emergency responders. The national re-
sponse plan is simply a battle plan for the emergency responders,
for the first responders. The National Information Management
System is the system of how we do business, so it becomes very im-
portant that we institutionalize that. The missing link is obviously
the national preparedness goal, which is scheduled to be released
in March, 2005. I am sure that that is going to establish priorities.
It is going to help identify national capabilities that are needed. It
is going to establish a measurement system. That system is going
to allow us, I think, to more efficiently focus our resources so that
we get the greatest return on investment.

I would simply say in summary that that system does not exist
yet. However, I think it is within our grasp and we have to see it
through, and we have to bring it to be. MIPT hopes to be able to
continue our work in this effort to help in this area and to be able
to be true to our charter, which is to help prevent terrorism or
mitigate their effects.

Thank you for the time, Mr. Chairman. I look forward to the
questions of the committee.

[The statement of General Reimer follows:]

PREPARED STATEMENT OF MR. DENNIS J. REIMER

Mr. Chairman, distinguished members of the Committee, my name is Dennis
Reimer and I thank you for this opportunity to appear before you. I am Director
of the National Memorial Institute for the Prevention of Terrorism (MIPT) in Okla-
homa City, a position I have held for almost five years. Prior to becoming Director
of MIPT I served 37 years in the United States Army.

MIPT has worked diligently for the past five years to try to prevent acts of ter-
rorism or mitigate their effects. We are located at the site of the largest domestic
terrorism attack in U.S. history, but September 11th made it clear that the line be-
tween domestic and international terrorism is hard to draw. Today we must defend
against terrorist threats of any origin.

Since our inception our focus has been on improving preparedness of the first re-
sponder community across the nation. We are extremely grateful to Congress for
supporting us through four separate appropriations. That support has made Amer-
ica’s first responders better prepared to defend us against terrorism. Initially our
awards were made through the Department of Justice but the Department of Home-
land Security has administered our awards since it was created. Additionally, we
have received small discretionary awards from DHS.

Our primary effort initially was to sponsor research to create the technology and
equipment first responders need to deal with terrorism. We drew up our first re-
search agenda based on discussions with representatives of the first responder com-
munity and representatives of the research community. We attempted to close the
gaps between what was needed and wh